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for all internet access points and such firewalls are updated in near-real time by the vendor to protect 
against threats. All major corporate internet access points are secured and monitored 24x7x365. The 
Company is notified if any new or potential threats are found.  

�x Employee Training and Awareness. The Company requires all employees to undergo cyber security 
training created by a leading cyber security training and awareness platform. Internal phishing 
campaigns are conducted throughout the year to measure employee awareness. Cyber security emails 
are sent to all employees periodically to keep cyber security top of mind. 

�x Security Audits. The Company employs third party security experts to annually conduct security audits. 
The audits include external penetration tests, internal vulnerability assessments and wireless testing. 
Audit recommendations are tracked and addressed by the IT team. 

�x Security Council. The Company has formed an internal security council to track security initiatives. In 
addition to tracking initiatives, the purpose is to create an open forum to identify new security concerns 
that may otherwise go unaddressed. The security council is chaired by the CIO with cross functional 
members from our Engineering, Operations and IT departments. 

 

Summary. At every stage, the Company will seek to advise and cooperate with customers, vendors, industry experts 
and employees to address any issue or concern that may arise which could impact the Company’s security and data 
protection protocol of sensitive Information. The Company also encourages its customers, sub-contractors and 
suppliers to adopt similar policies and objectives.  
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